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Legal advice 

In compliance with the provisions of section 10 of Law 34/2002, of July 11, on Information Society Services and 
Electronic Commerce, it is hereby stated that Allinky Biopharma SL, holder of Tax Identification Code (C.I.F.) 
B85729382, was incorporated on June 9, 2009 by notarial instrument executed by the Notary of Madrid Mr. Ignaco 
Goma Lanzón and recorded in his notarial record book under number 859, the company being registered with the 
Madrid Commercial Registry in Volume 26,862, Sheet 50, Section 8th, Page M-484.080, Entry 1st. 

Its registered office is at Calle Faraday 7, 28049 Madrid (Spain). 

You may contact us at the e-mail address info@allinky.com 

Private Policy 

Allinky Biopharma SL (hereinafter, ALLINKY) hereby informs users who have accessed this website, whether 
directly or through electronic forms or e-mails, of its Personal Data Protection Policy, so that they can decide freely 
and voluntarily if whether they wish to provide to ALLINKY with such personal data as may be requested on the 
website. 

Pursuant to the provisions of Regulation (EU) 2016/679 (hereinafter the GDPR), users are informed of the 
following: 

a) Existence of data processing and of a controller responsible for such processing 

The personal data you provide to us through this website will be processed, and the entity responsible for such 
processing is ALLINKY a company registered in Spain, owner of the www.allinky.com website. 

The sending of data through this website signifies the express and unequivocal consent of the user to the 
processing of the user’s personal data in accordance with this Policy. 

b) Purpose of the data collection 

The purpose of the data collection is the following: 

In the case of data sent through the employment application form: the creation of a Job Bank allowing for the 
selection of personnel. 

In the case of questions or suggestions through the contact addresses: to process and respond to the issues 
raised. 

In the case of customers: the purpose of processing is contract management, as well as administrative, financial 
and accounting management. 

In the case of suppliers: the purpose of processing is supplier management and the management of contracts, 
orders and payments, as well as maintaining a contact database for future contracts and/or collaborations. 

In the case of contacts and requests for information: to send news and financial information to interested parties 
by electronic means. 

c) Recipients of the information and transfer of data 

Your personal data will not be processed for any other purpose or transferred to any other company or entity. 

d) Rights of Data Subjects 

The processing of data is authorized under the provisions of article 6.1.a) of the GDPR, as there is consent of the 
data subject, as well as under article 6.1.f), as the Controller has a legitimate interest, which finds specific 
expression in the existence of a prior relationship with the same purpose as that currently pursued and which 
complied with statutory requirements for the legitimate processing of the data. 



The Controller will carry out processing in a lawful, fair, transparent, appropriate, relevant, limited, accurate and 
updated manner. The security of the data is therefore ensured through the adoption of technical and 
organizational measures allowing for the integrity thereof and the exercise of the rights of the data subjects. 

In this regard, data subjects may exercise the rights of access to or rectification or erasure of personal data, 
restriction of processing, the right to data portability and the right to object to the processing of their personal 
data, as well as to consent to the processing thereof, by sending their request to the address indicated above or 
by e-mail to info@allinky.com. 

Data subjects are also informed of their right to revoke any consent to said processing using the same channels 
stated above, and of their ability to make a claim with the Spanish Data Protection Authority (AGPD) if they 
believe that their rights have been infringed. To exercise said rights, data subjects should attach a copy of the 
data subject’s National Identity Document (DNI) together with the request. 

e) Consent to the processing described above. 

By accepting this data protection policy, data subjects accept the processing of the aforementioned data. 


